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Privacy is not about secrecy

The goal of a flexible, user-centric identity
management infrastructure must be to allow the
user to quickly determine what information will
be revealed to which parties and for what
purposes, how trustworthy those parties are and
how they will handle the information, and what

the consequences of sharing their information
will be’

— Ann Cavoukian, Information and Privacy Commissioner of Ontario,
Privacy in the Clouds paper

[t's about context, control, choice, and respect
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8 UMA IS... kantaro

A web protocol that lets you control authorization of
data sharing and service access made on your behalf

A Work Group of the Kantara Initiative that is free for
anyone to join and contribute to

A set of draft specifications that Is free for anyone to
implement

Undergoing multiple implementation efforts

Slated to be contributed to the IETF

Striving to be simple, OAuth-based, identifier-agnostic,
RES Tful, modular, generative, and developed rapidly
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OAuth themes
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UMA players .
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Sample scenarios

_ (see also scenarios and use cases doc)
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Data-sharing relationship
management is bigger than protocols

(see also UX and implementation pages)
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OAuth works roughly like this
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The UMA protocol in a nutshell:
trust a token, get a token, use a token

(see also spec working drafts)
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A potential claims trust model:
make them UMA-protected resources
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2 Thanks! Questions?
Com n ents’

http://tinyurl€
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